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Abstract—Routing protocols have an important part to play 

in maintaining the interoperability of the components that make 

up the Internet of Things. To make communication amongst the 

Internet of Things (IoT) a reality, IETF-ROLL has standardised 

the routing protocol RPL for IoT networks. We have attempted to 

yield the advantage of the cooperative nature of nodes to further 

improve the energy efficiency of low-cost, low-power, low-

processing embedded devices. To do this, algorithm Co-Op 

RPL selectively force nodes to enter sleep mode on a regular 

basis. We carried out a comprehensive simulation research 

utilising the Cooja simulator to investigate how a node's 

cooperative character affects its average routing metric, average 

power consumption, and average radio duty cycle. According to 

the simulation results, Co-Op RPL can cut average radio listen 

ratios by up to 8% and average radio transmission ratios by up to 

13% when compared to normal RPL.  

Keywords— IoT, Contiki Cooja Simulator, RPL, Energy 

Efficient, Routing Protocol. 

I. INTRODUCTION 

IoT is abbreviated as Internet of Things, is a network of 
interconnected computing electronic devices, embedded 
devices and things like animal, people, items etc. IoT 
enables communication amongst these things through an 
interconnected common platform to exchange data without 
demanding human-to-machine or human-to-human 
interaction [17][19]. Low-power features of LLN [16] 
devices include constrained processor and storage 
capacities. When used in hostile environments, these limited 
characteristics generate a variety of problems, especially 
with respect to networking and communication. 
LLNs relay data via many resource-constrained embedded 
devices, making routing crucial. As per the specification laid 
by 6LoWPAN, group of people working on Routing Over 
Low-power and Lossy network (ROLL) standardised a 
routing protocol by name RPL (IPv6 routing protocol for 
low-power and lossy networks) for LLNs 18]. 
To facilitate the communication between machine-to-
machine (M2M) and Internet of Things, RPL is seen as a 
promising contender to support LLNs [20][21][23][26]. To 
address the challenges of large networks with many nodes 
communicating over unstable and lossy links (LLNs), RPL 
was established as a proactive IPv6 distance vector routing 
protocol.  

Even while RPL largely satisfies the requirements of 
low-power and lossy sensor networks, there are still a few 
things that need be clarified and improved. Particularly in 
regard to the minimization of packet exchange among nodes, 
which improves energy conservation as well as network 
lifetime, its performance and Quality of Service.  

Co-Op RPL is an extension of RPL that we propose in 
this paper. It allows for co-operative communication among 
the nodes in the network, which minimises the nodes' active 
participation in communication all the time. As a result, the 
nodes' energy is conserved, and the network's performance is 
improved. Our method uses the potential communication 
range of the network to choose nodes for inclusion in the 
cooperative vector and to determine whether or not they are 
cooperative.  

The co-operative vector's nodes are free to operate in 
either an active or sleeping mode at any given time. The 
mechanism of the round robin algorithm is used to choose 
the node from co-operative vector to act as active node. Once 
the node is selected from the cooperative vector the rest of 
the nodes are put to sleep for a length of time τ that has been 
chosen in advance. Now, only active nodes take part in the 
communication; as a result, Co-Op RPL is efficiently 
utilising network resources, hence reducing the amount of 
energy that is consumed.  

The following are some of the contributions made by this 
paper: (i) The suggested Co-Op RPL will be implemented in 
the Contiki 3.0’s Cooja simulator. (ii) Evaluation of the 
performance of native RPL and Co-Op RPL with regard to 
the average amount of energy consumed, the radio duty 
cycle, and the routing metric. 

The remaining part of this paper is structured as 
described below. In Section II, we conduct a literature review 
of recent studies and articles that focus on RPL. In the III 
Section, a comprehensive explanation of Overview of RPL 
and Co-Op RPL is provided. In the section IV, the findings 
of the ContikiOS and Cooja simulations relating to the 
comparison of Co-Op RPL to the standard RPL are reported. 
The paper is brought to a close in Section V, which also 
outlines potential future research. 

II. RELATED WORK 

The Wireless Sensors Network (WSN) is the backbone of 
the Internet of Things, which refers to the process of 
connecting devices connected to a WSN to the internet. 
Memory and power are both in short supply on these 
devices, which have somewhere around 100 kB of storage 
space at most. The performance of such networks is largely 
determined by the operating systems that are used for the 
networks. Routing in operating systems like these has led to 
the invention of a protocol called RPL, which ensures that 
resources are used effectively. RPL is a proactive distance 
vector source routing protocol that operates on top of the 
MAC layer and the physical layer of IEEE 802.25.4 
networks [1]. RPL was developed by Cisco Systems. 



In this section, some studies that are relevant to this work 
will be presented. The researches in question are the ones 
that make use of the Cooja simulator.  
The research study [1] have implemented RPL in the Cooja 
simulator. They have thoroughly analysed the protocol and 
concluded that RPL has the potential to make a contribution 
to the development of the Internet of Things since it 
involves the effective exploitation of available resources. 
According to the findings, it satisfies all of the requirements 
for Low Power and Lossy Networks. The outcome of the 
simulation demonstrated that the objective function 
MRHOF performs significantly better than OF0 when used 
as the objective function. 
The [2] author also added RPL to the Cooja simulator. The 
author came to the conclusion that the network topology has 
no appreciable influence on the energy consumption of the 
sensor node based on the simulated scenarios. However, 
when the transmission ratio (Tx and Rx) was altered to fifty 
percent 50%, there were considerable changes in the amount 
of energy used. Low transmission ratio is caused by poor 
link quality between nodes, which in practise means that 
there are external impediments or disturbances. Author 
also came to the conclusion that poor transmission ratio had 
a significant impact on how well the network's sensor nodes 
performed. Each sensor node had to perform more 
computations because it was challenging for them to find 
the best path to their destination. Each sensor node uses 
more energy the more complex the computation it does. 
A research study [10] analysed the differences and 
similarities between the WSNet simulator [11] and the 
Cooja simulator [12]. They conducted two experiments to 
check the performance of the simulator WSNet and Cooja: 
the first was an experiment to check the capability of sensor 
nodes in extending the network lifetime by improving 
the mobile sink performance in WSN.  The second 
experiment compared how effectively the two simulators 
replicated the capabilities of the WSN. It was noted that the 
WSNet simulator could simulate mobility on the node sink, 
whereas the Cooja simulator could simulate Powerline 
Communication Networks (PLC). Their author concluded 
that the WSNet is best simulator compared to that of Cooja 
Simulator. 
Paper [13] contributed to the development of the 
6LoWPAN, Constraint Application Protocol (CoAP), and 
ZigBee as a part of their overall body of work. This task was 
done by carrying out an investigation into the operational 
efficiency of the stack protocol, which was modelled after 
the Internet Protocol (IP). The performance measurements 
included end-to-end delay, throughput, and packet loss in 
order to evaluate the efficiency of such protocols. 
Additional results showed that the 6LoWPAN protocol was 
capable of overcoming the interoperability problem of 
ZigBee protocol that was previously present in it. This was 
shown by the fact that it was able to do so. This problem 
meant that the ZigBee protocol could only effectively 
connect with sensor nodes that also utilised the ZigBee 
protocol. The RPL routing protocol is another application 
that is suitable for the spanning tree technique. Within the 
context of this protocol, the algorithm was involved in the 
process of the construction of the tree degree by the nodes 
that were in a position to recognise their neighbouring 
nodes. As a result, they serve the function of the load 

balancer on RPL [13]. Two of the criteria that were utilised 
in this process were the routing metric and the node rank. 
They decided to call their system the Minimal Degree- RPL 
methodology (MD-RPL). 
In the course of the research that was carried out by [14], an 
analysis of the operational capabilities of a number of 
different RPL routing tree instances was performed. They 
conducted simulation experiment on low power devices 
with lossy network condition. The protocol was examined to 
check its effectiveness based on network parameters 
like packet delivery ratio (PDR) latency and tree 
convergence. Author concluded that the performance of the 
proposed protocol is improved while using a greater number 
of RPL routing tree instances rather than a single RPL 
routing tree instance with respect to foresaid parameters.  
The study was conducted by [15] to verify the performance 
of the routing protocol RPL by limiting each 
nodes' transmission range. This is done because, in the 
actual situation, it is impossible for each node transmission 
to have free resistance.  The reason behind this is as follows: 
The performance of RPL was evaluated based on several 
metrics, including the the amount of delay experienced 
while delivering the packet, PDR Packet Delivery Ratio, and 
the energy consumption. Above said three parameters were 
measured based on the link quality Estimated Transmission 
Count (ETX), and objective functions such as    Objective 
Function Zero (OF0), and (MRHOF) Minimum Rank with 
Hysteresis Objective Function 

III. OVERVIEW OF PROTOCOL 

A. RPL 

Routing protocol RPL makes use of an optimized route to 
transfer the traffic form sensor nodes towards a destined 
sink node [2]. RPL is a highly adaptive routing protocol that 
provides alternative routes in the event that default routes 
are inaccessible. It is a solution that can be applied to 
networks with low power and high loss. Making Destination 
Oriented Directed Acyclic Graphs (DODAGs) is one of the 
ways in which RPL helps to organise topology formation.  
A DAG contains a single destination to where all traffic 
is rooted. This DAG is included in the DODAG data 
structure, along with a DODAG root that does not have any 
outbound edges. The DODAG root is responsible for the 
tuning of a variety of parameters, including the Trickle 
timing choices, Path Control Size, Minimum Hop Rank 
Growth, and the DODAG preference field [2]. Each RPL 
Instance is implemented by making use of its own one-of-a-
kind Objective Function, and a solitary RPL instance may 
contain numerous DODAGs. The ranks of a node 
is determined by the precise placements of the node in the 
network with respect to that of the sink node. This is done in 
order to create a tree structure. If the node is nearer to sink 
then its rank improves, while if the node moves away from 
the sink node its rank gets worse. 
The OF is the one responsible for computing ranks. The way 
in which nodes are chosen and the way in which routes are 
optimised are both defined by OF in the RPL instance. OF is 
the one that decides which DODAG nodes will be joined by 
which other nodes. OF [7] generates an ordered list of the 
computations performed by the parents as well as the 
number of peers that serve as parents in that DODAG. The 



majority of the time, there are two categories of OF.  The 
first of them is known as Objective Function Zero (OF0), 
and it bases its routing decisions on the total number of hops 
that must be taken between two different locations. The 
second kind of objective function is called the Minimal 
Rank with Hysteresis Objective Function (MRHOF) 
[24][22], and it is utilised with ETX that possesses additive 
properties all along a path. In addition to the minimum 
number of ACK frames that must be sent for a packet 
broadcast to be considered successful, ETX monitors the 
usual volume of data frames that are sent. 
RPL primarily transfers information using the following 
four control messages: To begin, there is the DODAG 
Information Object, also known as the DIO. This object 
grants the nodes the ability to discover RPL instances which 
helps in selecting a DODAG parent set. The control 
message DIS abbreviated as DODAG Information 
Solicitation is used in the second place to request RPL nodes 
for the DIO message [2]. DIS stands for DODAG 
Information Solicitation used by an orphan node in the 
network to search for DODAG. The third is known as the 
Destination Advertisement Object (DAO), and Its function 
is to transmit destination information to the DODAG root in 
a non-storing mode and upwards towards the sink node in a 
storing mode so that the sink node can select the proper 
parent node. A node will send data all the way up to the 
DODAG root when the non-storing mode is engaged. This 
is accomplished by the node sending messages 
recursively to its DIO parents. In the storage mode, a node 
will send the packets it receives through its DIO parents 
until it reaches an ancestor via whom the target prefix can 
be accessed. The fourth type of message is the DAO 
Acknowledgement, often known as DAO-ACK. DAO 
parent transmits this type of message as a to a DAO unicast 
message. 
RPL makes use of a trickle timer so that only updates are 
sent out into the network when there is an inconsistency. 
This helps to limit the amount of control messages that need 
to be sent. If a node hears DIO updates from a neighbour 
that is in a consistent state, then that node's redundancy 
counter will be incremented. If the number of consistent 
updates in a given time interval is greater than the 
redundancy constant, then the node will refrain from 
sending any updates and will instead double the length of 
the listen period.  
However, if the timer detects an update that is not 
consistent, it will reset itself and begin delivering DIO 
messages at a more regular rate. This will ensure that the 
updates are propagated across the remainder of the network. 
In order to preserve available energy, the Trickle timer will 
send fewer control messages when the network is operating 
normally.  
The construction of the DODAG in a given network initially 
begins at the root node, which is also denoted as sink node 
in some contexts. The evolution of DODAG is depicted in 
Fig. 1.  Here the root node responsible for dispensing DIO 
messages to the nodes that are directly linked to it in order 
to transfer DODAG data. These messages are sent via 
broadcasting. After receiving the DIO message, the 
immediate neighbour nodes which are connected to root 
node, will first process the DIO message, and then it will 
send the message on to the node that comes after it in the 

chain. Messages sent via DIO finally made their way to the 
different other nodes in a manner that was comparable to 
how the D0DAG system operates. 
If the node that is receiving the DI0 message does not 
belong to any DODAG, then the node will calculate its path 
overhead depending on the objective function of DIO 
message of the sending node [10]. It also calculates path 
overhead it will incur during communication and then 
decide either to join the D0DAG system or not. If the node 
receives the DI0 message and corresponding node is already 
part of the same D0DAG, then it assumes the received DIO 
message as duplicate one and hence discards the message. 
When a new node joins the D0DAG, it has to perform 
calculation to determine the path to reach its respective 
D0DAG root node. Moreover, the node which has sent the 
DIO message to this node, now gets promoted to the 
position of parent of that node in the D0DAG. Following 
this, the current node determines its own Rank relative to 
the root node of the D0DAG based on the 0F objective 
function in the D0DAG, and then it communicates this 
information to its parent node in the form of the DAO. 
If any unknown node has not joined any of the DODAG 
system and it has not even received any DIO message from 
any other nodes in the network, then the unknown node 
itself sends a DIS message to its direct-connected neighbour 
on a periodic basis. DIS message requests for the DODAG 
information from the nodes which are directly connected to 
it. This process continues until the node receives DIO 
message and joins a DODAG system. 

 
Fig. 1. Construction of DODAG in RPL 

B. Co-Op RPL 

While routing the packets in IoT network, rather than 
involving all nodes in communication only a set of nodes are 
made to actively participate in communication. The primary 
objective in this context is to lessen the participation of the 
nodes, which will, in turn, help to preserve the energy of the 
nodes and, as a result, increases the network's lifespan.  

In order to accomplish this, CoOp RPL labels as 
cooperative any set of nodes that are within the 
communication range of a packet as shown in Fig. 2. Only 
one of these sets of cooperative nodes is selected to be active 
at any given span of time, and the rest of the nodes are put 
into sleep mode so that they are not alerted to any incoming 
packets. This ensures that all of the nodes are able to 
continue functioning normally. On the other hand, they are 
free to listen in on any other kind of communications that are 
taking place on the network. 



 
Fig. 2. Architecture of Co-Op RPL routing domain 

The concept of active and sleep is combined with the 
Round Robin algorithm in Co-Op RPL, which allows it to 
select any one node from a set of cooperative node vectors ψ 
as the active node. In order to prevent a bottleneck at a 
specific node, the active node only takes part in the 
communication for a limited amount of time τ at a stretch of 
time that has already been determined in advance. Therefore, 
only the active node in a group of nodes will take part in the 
process of communicating the various messages. 

The cooperative timer of the node is started once it has 
been selected, and it immediately begins accepting packets. 
After the packet has been received, a check is performed to 
determine if it is being examined for the first time. If the 
answer is yes, the device adds the packet's originator to its 
neighbour list and only processes the packet if its rank within 
the DODAG is lower than the rank of the packet's originator. 
In that case, the packet will be thrown away. 

Following the completion of the processing of the packet, 
the active node will then update its routing metric, which 
includes its transmission power, receiving power, and 
residual power, before sending the packet on its way to its 
destination. Later a node checks its co-operative timer to 
decide either to continue with the process or to go to sleep 
mode. Fig. 3 shows how the suggested framework functions 
in its entirety. The primary focus of Coop RPL is on the 
efficient utilisation of a node's resources, with the end goal of 
reducing energy consumption. 

 
Fig. 3. Workflow of Co-Op RPL 

IV. SIMULATION RESULTS AND DISCUSSION 

A. Simulation Setup  

On Contiki3.0, the Co-Op RPL has been implemented. 
Emulation presents itself as a very viable alternative for the 
evaluation of the performance of IoT protocols [3]. It is 
a great news considering that ensuring reproducibility is a 
major issue of the networking community. The Co-Op RPL 
actual code is implemented on emulated Internet of Things 
devices To do this the built-in Cooja emulator that is 
included as part of Contiki3.0 is utilized.  
Due to the following characteristics, Cooja has established 
itself as the de facto emulator for testing Internet of Things 
protocols: 1) In Cooja the simulations are executed at the 
hardware level, making use of the real hardware 
characteristics of the emulated nodes; 2) Cooja simulates the 
behaviour of fine-grained nodes by imitating the processing 
of the particular instruction set that corresponds to each 
node; 3) It makes it possible for the code to be executed 
directly on real motes; and 4) It enables the use of existing 
network models such like medium interference,  link 
quality, typologies, and radio propagation to evaluate 
proposed solutions. [25]. 
For the purpose of this analysis, we will refer to the physical 
topology of the network as a two-dimensional grid with 
twenty rows and twenty columns. The trials make use of a 
topology that has 11 nodes overall, including 10 sensor 
nodes and 1 sink node, and these nodes are spread out over a 
region that is 200 metres by 200 metres in size. To ensure 
that all other nodes in the network are accessible to as many 
users as possible, the sink node has been positioned in the 



middle of the network. UDGM model is utilised to simulate 
the lossy environment due to the fact that a unit disc graph 
medium model [4] is widely utilised in the most of research 
literature. For all of the participating nodes, including the 
sink node, BR, this model is utilised with an interference 
range of eighty metres and a unified transmission range of 
sixty metres. The skymote platform is used to implement the 
proposed algorithm. 
In addition to a 25Okbps, 2.4GHz, IEEE 8O2.15.4 Chipcon 
Wireless Transceiver, the Skymote platform features a 
microcontroller with the model number MSP430 F1611, a 
radio Chipcon with the model number CC2420. The 
Skymote also features a random access memory (RAM) of 
16 kilobytes and a flash memory of 48 kilobytes. As the 
default transport layer protocol, the User Datagram Protocol 
(UDP), is used. UDP protocol does not involve in 
retransmission of packets and hence less overhead. A 
routing table is used by the routing protocol. This routing 
table contains a detailed information about the path cost 
associated with the destination node, next-hop node info and 
an expiry timer, for which co-operative node should be 
active. To make things easier to compare, we decided to 
keep the active time of a cooperative node at 64 
milliseconds. Yet, one is able to alter it to 128 ms or 256 ms 
and then examine how it behaves. 
In this simulation, the MAC layer is represented by the 

IEEE 8O2.15.4 protocol, and the beaconless mode is 
realised through the utilisation of unslotted CSMA/CA. A 
radio duty cycle (RDC) protocol is implemented with the 
help of the ContikiMAC protocol [8]. Sending the nodes 
into sleep mode for the majority of the time is one of the 
many optimizations that are implemented by Co-Op RPL in 
order to lower the amount of energy that is used. It is 
necessary for one of the nodes in a network of cooperative 
nodes to wake up on a regular basis in order to actively 
participate in communication and search for prospective 
transmissions. Table I contains an outline of the simulation's 
various parameters. The cooperative behavior of the node is 
best exploited here in order to prevent a node's energy from 
being wasted, and there by to improve the lifetime of a 
network.  

 
TABLE I.  Cooja Simulation Parameters  

 
Settings Value 

Platform   Contiki/ Cooja 

Bandwidth 1 Mbps 

Emulated Mote Sky Mote 

Radio Environment  UDGM 

Transmission range  Transmission range:60m Interference range 
: 80m  (50 nJ/bit) 

Network Layer Protocol RPL & 6LoWPAN & uIPv6  

Transport Layer Protocol User Datagram Protocol 

MAC protocol IEEE 802.11 

Simulation Period 30 min 

Intensity of Traffic 1, 2, 3 and 4 PPM per node which is 
variable[5] 

MAC and PHY CSMA/CA and IEEE 802.15.4[27] 

Topology     Regular 2D-Grid Topology 

Network area 200 x 200 m2 

Number of sensor nodes 10 Sensor Nodes + 1 Sink Node 

Location of sink node At center 

Data Packets’ size  500 B 

Packer headers’ size  20 B 

Size of Broadcast packet  16 B 

Co-operative active time τ 64 ms, 128 ms, 256 ms 

 

B. Simulation Results  

In order to better grasp the functionality of CoOp-RPL, 
we carried out extensive simulations in which we compared 
it to conventional RPL. We experimented simulation by 
altering the number of DAG nodes and the packet 
transmission rate; and observed what effect these changes 
had on network parameters like average power consumption, 
the average routing metric, and average radio duty cycle. 

Fig. 4. shows the average power consumption by node 
both in CoOp RPL and conventional RPL. Through the 
usage of Powertrace's plugin, the Cooja simulator keeps 
track of how much energy is being consumed by the sensor 
node. Among the parameters that were measured were the 
energy used by radio listen, the energy used by radio 
transmit, the energy used by Low Power Mode (LPM), and 
the energy used by the central processing unit (CPU). 

 
Fig. 4. Average Power Consumption by nodes in CoOp-RPL & RPL 

According to the results of the tests conducted on CPU 
Power parameter like, the value of CPU Power; in the case of 
Co-Op RPL and RPL does not differ significantly from one 
another in any way. This is also able to be noticed in the test 
that was performed on the parameter of LPM Power. 
However, the findings of the simulation indicate that Co-
RPL can reduce the average radio listen ratios by as much as 
8% and can reduce the average radio transmission ratios by 
as much as 13%. This is due to the fact that we are 
decreasing the active participation of both nodes in 
communication to one, by putting one of the two nodes into 
sleep mode rather than listening on to a single packet by both 
of the nodes simultaneously. This, in turn, brings about a 
reduction in the number of packets that are sent out, which in 
turn brings about a drop in the radio transmission ratios. 

The term "duty cycle" refers to the proportion of clock 
cycle that a load or circuit is "ON" in relation to the amount 
of clock cycle that it is "OFF." The Radio Duty-Cycle, 
abbreviated as RDC, is responsible for monitoring the time 
that nodes spend sleeping. This is the most crucial aspect 
since it is the one that is responsible for selecting exactly 
when the packets will be delivered, and in addition to this, it 
is the one that is accountable for ensuring that the node is 
awake at the time that the packets are scheduled to be 
received. According to the results of the simulations, the Co-
Op RPL has the potential to cut the average duty cycle by 
20% in comparison to the conventional RPL as shown in Fig. 
5. 



 
Fig. 5. Average Duty Cycle by nodes in CoOp-RPL & Conventional RPL 

V. CONCLUSION 

In this work, we presented our notion for an enhancement 
to RPL that we name Co-Op RPL. This improvement makes 
use of the Active/Sleep concept in conjunction with the 
Round Robin Algorithm in order to selectively choose the 
node from a set of cooperative vectors to be active. This 
active node is used to communicate packets within the 
network while the other nodes are sent to sleep. This results 
in a reduction in the number of nodes that participate in 
communication and helps to conserve the energy that is still 
available to the nodes. 

According to the results of the simulation, it appears that, 
in contrast to RPL, Co-RPL has lower the average radio 
listen ratios by up to 8% and lower the average radio 
transmission ratios by up to 13%. The fact that it uses less 
energy overall is directly attributable to all of these positive 
changes and improvements. 

REFERENCES 

[1] A. R. Jadhao and S. S. Solapure, "Analysis of routing protocol for 
Low Power and Lossy Networks (RPL) using Cooja simulator," 2017 
International Conference on Wireless Communications, Signal 
Processing and Networking (WiSPNET), Chennai, India, 2017, pp. 
2364-2368, doi: 10.1109/WiSPNET.2017.8300183. 

[2] Nyoman Rudy Hendrawan, Gusti Ngurah Wikranta Arsa, “Zolertia 
Z1 Energy Usage Simulation with Cooja Simulator” in 1st 
International Conference on Informatics and Computational Sciences 
(ICICoS), 2017.  

[3] Shah, Zawar, Andrew Levula, Khawar Khurshid, Jawad Ahmed, 
Imdad Ullah, and Sushmita Singh. 2021. "Routing Protocols for 
Mobile Internet of Things (IoT): A Survey on Challenges and 
Solutions" Electronics 10, no. 19: 2320. 
https://doi.org/10.3390/electronics10192320 

[4] M. Mahyoub, A. S. Hasan Mahmoud, M. Abu-Amara and T. R. 
Sheltami, "An Efficient RPL-Based Mechanism for Node-to-Node 
Communications in IoT," in IEEE Internet of Things Journal, vol. 8, 
no. 9, pp. 7152-7169, 1 May1, 2021, doi: 
10.1109/JIOT.2020.3038696. 

[5] Bani Yassein, Muneer & AlZoubi, Omar & Shatnawi, Mohammed & 
Al Rawashdeh, Ahmad. (2019). Performance analysis of RPL 
objective functions. DATA '19: Proceedings of the Second 
International Conference on Data Science, E-Learning and 
Information Systems. 1-6. 10.1145/3368691.3368727. 

[6] Mohammed Amine Boudouaia, Abdelhafıd Abouaissa, Adda 
Ali‐Pacha, Ayoub Benayache, Pascal Lorenz, "RPL rank based‐attack 
mitigation scheme in IoT environment", International Journal of 
Communication Systems, vol.34, no.13, 2021. 

[7] M. Qasem, H. Altawssi, M. B. Yassien and A. Al-Dubai, 
"Performance Evaluation of RPL Objective Functions," 2015 IEEE 
International Conference on Computer and Information Technology; 
Ubiquitous Computing and Communications; Dependable, 
Autonomic and Secure Computing; Pervasive Intelligence and 
Computing, Liverpool, UK, 2015, pp. 1606-1613, doi: 
10.1109/CIT/IUCC/DASC/PICOM.2015.242. 

[8] A. Sehgal, “Using the Contiki Cooja Simulator,” 2013. 

[9] F. Österlind, “A sensor network simulator for the Contiki OS,” 2006. 

[10] Ben Saad, Leila & Chauvenet, Cedric & Tourancheau, Bernard. 
(2011). Simulation of the RPL Routing Protocol for IPv6 Sensor 
Networks: two cases studies. 

[11] N. Fournel, A. Fraboulet, G. Chelius, E. Fleury, B. Allard, and O. 
Brevet, “Worldsens: From Lab to Sensor Network Application 
Development and Deployment,” in Proceedings of the 6th 
International Conference on Information Processing in Sensor 
Networks, 2007, pp. 551–552. 

[12] Chelius, Guillaume & Fraboulet, Antoine & Fleury, Eric. (2006). 
Demonstration of wrldsens: a fast prototyping and performance 
evaluation of wireless sensor network applications & protocols. 
10.1145/1132983.1133012.. 

[13] S. Thombre, R. Ul Islam, K. Andersson and M. S. Hossain, 
"Performance analysis of an IP based protocol stack for WSNs," 2016 
IEEE Conference on Computer Communications Workshops 
(INFOCOM WKSHPS), San Francisco, CA, USA, 2016, pp. 360-
365, doi: 10.1109/INFCOMW.2016.7562102.. 

[14] M. Mamdouh, K. Elsayed and A. Khattab, "RPL load balancing via 
minimum degree spanning tree," 2016 IEEE 12th International 
Conference on Wireless and Mobile Computing, Networking and 
Communications (WiMob), New York, NY, 2016, pp. 1-8, doi: 
10.1109/WiMOB.2016.7763185.. 

[15] Banh, Mai Thi Quynh et al. “Performance evaluation of multiple RPL 
routing tree instances for Internet of Things applications.” 2015 
International Conference on Advanced Technologies for 
Communications (ATC) (2015): 206-211.  

[16] Thomson, Craig & Wadhaj, Isam & Romdhani, Imed & Al-Dubai, 
Ahmed. (2016). Performance Evaluation of RPL Metrics in 
Environments with Strained Transmission Ranges. 
10.1109/AICCSA.2016.7945687. 

[17] A. Mohammadsalehi, B. Safaei, A. M. H. Monazzah, L. Bauer, J. 
Henkel and A. Ejlali, "ARMOR: A Reliable and Mobility-Aware RPL 
for Mobile Internet of Things Infrastructures," in IEEE Internet of 
Things Journal, vol. 9, no. 2, pp. 1503-1516, 15 Jan.15, 2022, doi: 
10.1109/JIOT.2021.3088346. 

[18] M. Mahyoub, A. S. Hasan Mahmoud, M. Abu-Amara and T. R. 
Sheltami, "An Efficient RPL-Based Mechanism for Node-to-Node 
Communications in IoT," in IEEE Internet of Things Journal, vol. 8, 
no. 9, pp. 7152-7169, 1 May1, 2021, doi: 
10.1109/JIOT.2020.3038696. 

[19] Fatemifar, S.A., Javidan, R. A new load balancing clustering method 
for the RPL protocol. Telecommun Syst 77, 297–315 (2021). 
https://doi.org/10.1007/s11235-021-00760-7 

[20]  S. Kamble and B. R. Chandavarkar, "A Survey on Wired, Wireless, 
and Internet of Things Routing Protocols," 2019 10th International 
Conference on Computing, Communication and Networking 
Technologies (ICCCNT), Kanpur, India, 2019, pp. 1-7, doi: 
10.1109/ICCCNT45670.2019.8944834. 

[21] S. Sharma, A. V. Singh and V. Dattana, "A Survey of IoT Routing 
Protocols based on Security and Trust Management," 2020 8th 
International Conference on Reliability, Infocom Technologies and 
Optimization (Trends and Future Directions) (ICRITO), Noida, India, 
2020, pp. 623-629, doi: 10.1109/ICRITO48877.2020.9197812. 

[22] Bhattacharyya, Tamoghno & Pushpalatha, Dr. (2018). Routing 
protocols for internet of things: a survey. International Journal of 
Engineering & Technology. 7. 196. 10.14419/ijet.v7i2.4.13038. 

[23] Gavrilovska, Liljana & Nikoletseas, Sotiris. (2011). Mobility Aspects 
in WSN. 10.1007/978-1-84996-510-1_6. 

[24] Sirwan, Rzgar & Al-Ani, Muzhir. (2020). IoT Routing Protocol: 
Survey research. Technology Reports of Kansai University. 62. 2403-
2412. 

[25] F. Algahtani, T. Tryfonas and G. Oikonomou, "A Reference 
Implemenation for RPL Attacks Using Contiki-NG and COOJA," 
2021 17th International Conference on Distributed Computing in 
Sensor Systems (DCOSS), Pafos, Cyprus, 2021, pp. 280-286, doi: 
10.1109/DCOSS52077.2021.00053. 

[26] Antonio Arena, Pericle Perazzo, Carlo Vallati, Gianluca Dini, 
Giuseppe Anastasi,”Evaluating and improving the scalability of RPL 
security in the Internet of Things”, Computer Communications, 
Volume 151, 2020, Pages 119-132, ISSN 0140-3664. 

[27] Elisa Rojas, Hedayat Hosseini, Carles Gomez, David Carrascal, 
Jeferson Rodrigues Cotrim, “Outperforming RPL with scalable 
routing based on meaningful MAC addressing,” Ad Hoc Networks, 
Volume 114, 2021, 102433, ISSN 1570-8705. 



Algorithms for 
BIOLOGICAL and 

TIME SERIES MINING 

Venugopal KR 
Vidya A 
Vishwanath R H TECHSAR 



Algorithms for Biological and 
Time Series Mining 

Venugopal KR 
Vidya A 

Vishwanath R H 



TECHSAR 

Algorithms for Biological and Time Series Mining 

Copyright © 2024. Venugopal K R, Vidya A and Vishwanath R H 

Published by 
IK. International Pvt. Ltd. 
4435-36/7, Ansari Road, Daryaganj 
New Delhi-110002 (India) 
Email: tech info @techsarworld.com 
Website: www.techsarworld.com 

ISBN: 978-81-968876-1-2 

All rights reserved. No part of this publication may be reproduced, stored in a 
retrieval system, or transmited in any form or by any means, electronic, mechanical. 

photocopying, recording. or otherwise without prior written permission irou 
authors and publisher. 

Published/Printed by Krishan Makhijani for I.K. International Pvt. Ltd. , 
4435.36 

Ansari Road, Daryaganj, New Delhi-10002 



Contents 

2 

Introduction 
1.1 Introduction to Data Mining. 

1.2 Data Mining on Biological Data 
1.2.1 Biological Background 
12.2 Biological Databases 

1.1.I Limitations of Data Mining 
1.1.2 Challenges in Data Mining 

2.1 

1.2.3 
1.2.4 

1.2.5 
1.3 Time Series Data Mining 

2.5 

1.3.1 
1.3.2 

1.3.3 
1.3.4 
1.3.5 

References 

Tools for Biological Data. 
Motivation 

Objectives 

Time Series Analysis (TSA) 
Architecture of Time Series Mining 
Issues in Time Series Mining 

1.3.6 Objectives 

Computational Methods in Biological Sequence Analysis 

Applications of Time Series Mining. 
Motivation 

2.5.1 

Introduction 
2.2 Related Works 

2.5.2 
2.5.3 

2.3 Proposed Method. 
2.3.1 Problemn Definition 

2.3.2 Model. 

Implementation 
Sequence Scarch through BLAST 
Sequence Comparison 
Coding Region Identification 

2 

2.6 Performance Evaluation 

3 
3 

4 

7 

I0 

12 

12 
12 

13 

2.4 Algorithm: Coding Region Sequence Analysis (CRSA) Algorithm . 18 

13 

I5 

15 

16 

18 

18 

19 

19 

20 
2 

2 



X1V 

3 

4 

2.6.1 
2.7 Summary 
References 

3.1 
Dimensionality Reduction Technique for Classification 

Results and Discussion 

Introduction 
3.2 Related Works 

3.3 Proposed Method. 
3.3.1 Problem Definition 

3.4 Design and Implementation 
3.4.1 Data Collection. 

3.4.2 Data Preprocessing -
3.4.3 Data Cleaning 

3.5 Data Classification 
3.4.4 Dimensionality Reduction 

3.5.1 Decision Tree Classifier 

3.5.2 Naive Bayesian Classifier 
3.5.3 Multilayer Percepiron 

3.6 Performance Evaluation 

4.7 

3.6.1 Results and Discussion 

3.7 Summary 
References 

Associative Classification for DNA Repair Gene Categorization 4.1 Introduction 
4.2 Related Works 

4.3 Proposed Method. 
4.3.1 Problem Statement 

4.4 System Model 
4.5 Dataset 
4.6 Implementation 

Algorithms for Biological and Time Series Mining 

Algorithm: ASWAC 
4.7.1 Phase 1: Gene-document Creation 4.8 Term Annotations 

4.8.1 Gene Ontology (GO) Terms 4.8.2 Protein-Protein Interaction (PPI) 4.9 Phase 2: FP-growth Algorithm 4.10 Phase 3: Pruning CARs to Construct Final Classifier 4.11 Experimental Setup 
4.11.1 Pertormance Evaluation 

4.12 Results and Discussion 4.13 Summary 
Refercnces 

21 

23 
23 

25 
25 
27 
28 
28 
28 
29 
29 
29 
30 

31 

32 

32 

34 

35 

35 
39 

39 

41 
41 

42 

43 
43 

44 

45 

46 

47 

48 

49 



Contents 

5 

6 

Computational Techniques for Pathway Clusters of Aging Genes 

5.1 
S.2 Prop0sed Method. 

Introduction 

5.3 Dataset Preparation 
5.3.1 Text Mining. 

5.2.1 

5.4 Algorithm 
5.5 Results and Discussion 

5.2.2 System Model 

5.6 Comparison with Other Method 

5.7 Summary 
References 

6.1 

Sequence Comparison of Human and Naked Mole Rat for Aging 

Studies. 

Problem Definition 

6.5 

6.2 Related Work 

6.3 Proposed Model 

Introduction 

7.1 

6.3.1 Problem Statement 

6.3.2 System Model and Design. 
6.3.3 

6.4 Results and Discussion 

71 

6.3.4 Methodology. 

Summary 
References 

of TSD 

Dataset 

DRSP: Dimension Reduction for Similarity Matching and Pruning 

Introduction 
7.2 Background 
7.3 Problem Definition 
74 System Architecture 
1.5 Mathematical Model and DRSP Algorithm 

I:).1 Data Segmentation and Reduction using Multi-Level 

Segment Mean (MLSM) Algorithm 
7.5.2 Similarity Matching and Pruning 

7.6 Experimental Results 

Surmmary ReferenceS. 
MCM: Similarity Pattern Search for Image Stream Data .. 

21 Introductio1 

3.2.1 
2 Imape Stream Tme Series 

Deinitions. 23 Rclatcd Work 

57 

57 
59 

59 

59 

60 

60 

61 

61 

64 

65 
65 

67 

67 

68 

69 

69 

69 
69 

70 
72 

74 

74 

77 

77 
78 
78 
81 

82 

82 
85 
S7 

)3 

)4 
94 

)5 



8.4 Problem Statement 

8.5 System Model: MCMI 

8.6 Algorithms 

8.8 

8.7 Experimental Results 

8.6.1 ICMP: Image Data Cluster Median Pruning 

8.6.2 SMP: Similarity Pattern Matching 

Summary 
References 

Introduction 
9.2 Related Work 

9.6 

9.3 Background 
9.4 Problem Definition 

9.5 System Architecture 

ADSJT: Anamoly Detection Using Similarity Join Processing on TSD 03 

9.1 

9.5.1 Mathematical Model and ADSJT Algorithm. 
9.5.2 MITBIH Arhythmia Database 
Effectiveness of ADSJT 

9.7 Summary 
References 

10 Forecasting Stock Time Series Using Data Approximation 
10.1 Introduction 

10.1.1 Contribution 
10.2 Background 
10.3 Problem Definition 

10.4 System Architecture 
10.5 Mathematical Model and APST Algorithm 

10.5.1 Data Approximation Process. 
10.5.2 Prediction Process 

10.6 Experimental Results 
10.7 Summary 

Algorithms for Biological and Time Series Mining 

References 

11 EMPP: Ensemble based Model for Predicting Stock TSD Using PSS . 11.I Introduction 
11.2 Literature Survey 

11.2.1 Contribution 
11.3 Background 
11.4 Problem Definition 

|1.4.1 Problem Statement 
114.2 Assumptions and Symbols Used. 11.5 System Architccture 

96 

|1.6 Mathematical Model and Algorithms |l.6.1 Data Normalization 

97 

97 

99 

102 

I04 
104 
107 
l07 
109 

121 

122 

124 

127 
127 

128 

128 
128 
130 
J32 
132 
133 
135 
I 36 
138 

139 

140 

142 

143 

143 
143 

144 
144 
146 

In 



Contents 

L6.2 Computing K for Clusters using Cluster Indices. 

L6.3 Building Initial Ensemble of Models Function 

1.6.4 Prediction Function 

L.6.5 Pattern Sequence Matching Function 

L.6.6 Majority Voting Function 

L67 Ensemble Bascd Model with Pattern Sequence Matching 

for Prediction (EMPP) 

|1.7 Time and Space Complexity Comparison of EMPP vs. PSF 

11.8 Experimental Results 

|1.9 Summary 
References 

12.1 Introduction 
12.1.1 Contribution 

12.2 Background 
12.3 Problem Formulation 

12.4 System Architecture 
12.5 Mathematical Model and Algorithm 

Index 

12.5.1 Computing K for Clusters using Indices 
12.5.2 Building Initial Ensemble of Models for Multiple Time 

Series 
12.5.3 Prediction and Pattern_Sequence Matching Function 

12.6 Majority Voting 

12 PMEM: Predicting Multiple Time Series Using Ensemble Model . ... 165 

12.6.1 Predicting Multiple Time Series using Ensemble Model 

(PMEM) 
12.7 Experimental Results 
12.8 Summary 
References 

xvii 

147 
|48 
149 

149 

152 

I53 

153 
156 

161 
161 

165 

166 
I66 

167 
168 
170 
170 

.. 170 

.. 172 
174 

175 
175 
178 

178 

179 



The book gives an insight into the research in the fields of Wireless Sensor 
Networks by providing security while routing the data. It focuses on the 
networking aspects of Wireless Sensor Networks and covers security issues 
related to data aggregation, multiple domain routing, geographical routing, 
multipath routing, adaptive routing, node authentication and clustering. This 
book is useful to a wide audience including academic researchers, research 
engineers and professional engineers. It is also suitable as a supplementary 
reading for Computer Science course at graduate/postgraduate level.

Venugopal K R is the Vice Chancellor of Bangalore University. He served 
UVCE and Bangalore University for over the last four decades. He has eleven 
degrees including two PhDs, one in Economics from Bangalore University and 
another in CSE from IITM. He has authored and edited 86 books and published 
more than 1200 papers in international conferences and international journals. 
He has awarded PhDs to 30 students informally guided more than 150 research 
scholars and supervised more than 700 Post Graduate dissertations in 
Computer Science and Engineering. He has 40 patents to his credit. He 
received IEEE Fellow and ACM Distinguished Educator award from USA for his 
outstanding contributions to Computer Science and Engineering and is the first 
professor to receive this highest academic award at the university level in this 
country. He was a Post Doctoral research scholar and visiting Professor at 
University of Southern California, USA.

Shaila K, Professor and Head of the Department, Vivekananda Institute of 
Technology. She obtained her PhD in Computer Science and Engineering from 
Bangalore University, ME in Electronics and Communication from University 
Visvesvaraya College of Engineering, Bangalore University and BE from PES 
Institute of Technology, Bangalore University, Bangalore. She has over twenty- 
six years of teaching experience. She has authored Digital Circuits and 
Systems published by Tata McGraw Hill, New Delhi. She has published papers 
in refereed international journals and international conferences.

Lata B T, Associate Professor, University Visvesvaraya College of Engineering 
obtained her PhD in Computer Science and Engineering from Bangalore 
University, She has Twenty-one years of teaching experience.

Secure Routing in 
Wireless Sensor Networks

Secure Routing in W
ireless Sensor Netw

orks

Venugopal K R

Shaila K

Lata B T

Secure Routing in 
Wireless Sensor 
Networks

9 788196 579180

V
e
n
u
g
o
p
a
l K

 R
 . S

h
a
ila

 K
 . L

a
ta

 B
 T
















		2025-01-10T15:27:48+0530
	K M Ravikumar


		2025-01-10T15:28:07+0530
	K M Ravikumar


		2025-01-10T15:28:22+0530
	K M Ravikumar


		2025-01-10T15:28:37+0530
	K M Ravikumar


		2025-01-10T15:28:52+0530
	K M Ravikumar


		2025-01-10T15:29:07+0530
	K M Ravikumar


		2025-01-10T15:29:28+0530
	K M Ravikumar


		2025-01-10T15:29:48+0530
	K M Ravikumar


		2025-01-10T15:30:06+0530
	K M Ravikumar


		2025-01-10T15:30:26+0530
	K M Ravikumar


		2025-01-10T15:30:50+0530
	K M Ravikumar


		2025-01-10T15:31:12+0530
	K M Ravikumar


		2025-01-10T15:31:32+0530
	K M Ravikumar


		2025-01-10T15:31:55+0530
	K M Ravikumar


		2025-01-10T15:32:20+0530
	K M Ravikumar


		2025-01-10T15:32:41+0530
	K M Ravikumar


		2025-01-10T15:33:19+0530
	K M Ravikumar


		2025-01-10T15:33:46+0530
	K M Ravikumar


		2025-01-10T15:34:16+0530
	K M Ravikumar


		2025-01-10T15:34:48+0530
	K M Ravikumar


		2025-01-10T15:35:20+0530
	K M Ravikumar


		2025-01-10T15:35:57+0530
	K M Ravikumar




